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Mathematics behind Cryptography

In a nutshell, cryptography desires certain properties to be secure:
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Post-Quantum Cryptography

Is this enough to make
cryptography secure?

I Evaluate the current
cryptoschemes for mistakes;

I Check if the current
parameters are secure;

I Use quantum cryptanalysis:
I Check how to use

quantum algorithms;
I Estimate how big a

quantum computer needs
to be to run a quantum
algorithm;

I Develop new quantum
algorithms.
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